Cross site scripting discussion

Scripting attack is an attack that forces the server to execute commands in a normal data fetch request. Cross-site scripting is an attack where executable code is included in the interaction between client and server and executed by the client or server. It usually happens when a hacker attaches malicious code into a link which appears to be from a true source, when users click on the link then an embedded programming is submitted as part of clients web request then executed on the users computer. This alters html, which controls the functioning of the web page.